FLEXENTIAL

Consent to Collection and Release of Biometric Data

Flexential Corp. (“Flexential”) collects potentially biometric data from authorized employees,
customers, agents, contractors, vendors, and third-party business partners (each an “Authorized
Person”) who wish to gain access to a secure location within one of Flexential’s data centers and/or
for security purposes. Flexential’s systems scan your finger(s) and extract unique data points to
create a uniqgue mathematical file (template) based on the distinct characteristics of the finger(s).
This representation is used to verify your identity. Flexential does not collect or store images of your
fingerprints or other physical characteristics. Your finger scan will be collected, and the template will
be stored, for the purpose of verifying your identify for access to a secure location. Your finger scan
may constitute biometric data. Flexential will not disclose your biometric data without your consent
unless the disclosure is required by law or by valid legal subpoena. Your biometric data will be
permanently deleted from Flexential’s systems within twelve (12) months following your last access
to a secure location using biometric data, or earlier, pursuant to Flexential's Biometric Information
and Security Policy. You may revoke this consent at any time by notifying Flexential in writing at
privacy@flexential.com, and Flexential will permanently destroy your biometric data. A copy
of Flexential’s Biometric Information and Security Policy is available upon request and may be found
in the Privacy Notice section on Flexential’s website.

By signing below, you consent to Flexential’s collection, use, and storage of your biometric data for
the above defined purpose(s).

Print name:

Signature:

Date:




